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Why patient-managed registries are needed?
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Hospitals

Clinical data

Patient reported data
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Patient 
Orgs
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Technology barrier Low-hanging fruit effect
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Duchenne
Data

Genetic defect Duchenne Muscular Dystrophy
(DMD) discovered in 1986

Natural History studies started as early as 1969

Patients see approx 10 different health care  
professionals per year

Data collected by HCP, patient registries and
research databases.

Clinicaltrials.gov shows 271 clinical trials for DMD 
data kept by companies
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Position of the 
DMD Patient 

community

Optimal (re)use of data for drug development and care

Collection of data relevant to patients (PROMs)

Placebo data should be made available

Patients deciding about the use of their own 

Data

Patients are willing and interested to share data

Clinical trial data should be returned to participants
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D U C H E N N E

F A I R  D A T A

D E C L A R AT I O N

 

1. Patien t derived or provided data are not owned by those who collect them, and 

     their reuse should be primarily controlled by the donors of these data. 

     Researchers, charitie

s

, companies and health professionals are custodians. 

2. To enable the optima l reuse of data, the data needs to be Findable, Accessible, 

     Interoperable and Reusable (i.e. FAIR) by medical professionals, patien ts and in 

     partic

u

lar also by machines.

3. The optima l reuse of data should be supported at all levels, by professionals and 

     custodians (allowfederated learning on the data upon request, give the data to the 

     donor in FAIR format when asked), care professionals (capture data at the source in 

     FAIR format wherever possible), analytics  environments (adapt to FAIR data) and 

     regulators (demand FAIR data throughout and optima lly use them in the regulatory 

     process). There is a need to educate all stakeholders about the FAIR principles and 

     their importance (‘FAIR Aware’)

4. Optima l care should be taken to restrict the need to reveal the actual identity  of 

     individuals associated with certain data, and to protect privacy with all possible 

     means, but we realize privacy is subordinate in many cases to fast-tracking of better 

     solutio

n

s for the diseases we suffer from.

5. Therefore, the right to allow identifi c ation  of the individual associated with certain 

     data should also be placed in the hands of that individual or a chosen trusted party.

6. Techniques and tools should be developed to enable optima l co-investigation  by 

     researchers, medical and health care professionals, charities , companies, patien ts 

     and machines to form a 'social health machine' aimed at better solutions and care.

7. Regulators should optima lly enable fast-tracking of key intervention s  and involve 

     citizen and machine partic

i

pation  in that process to the largest possible extent.

8. The fie

l

d should actively discourage publishing of health-related information  

     exclusively in classical narrative journals. These are very difficult to access and 

     understand by both informed lay people and by machines. Instead, data and 

     information  should be published in a way that makes it more readily reusable by 

     others than a small inner circle.

9. Funding agencies should have good data stewardship following the FAIR 

     principles included in their grant condition s .

10. The role of health insurance institu tions/companies should also be made clear: 

      they should publicly state that having full access to real world data, even when 

      these are re-identifi abl e for them to 'their' clients, will not be abused, such as 

      for example increase premiums based on genetic predisposition .

11. Health insurance institu tion s/companies and governments should join forces and

      support (also fin

a

ncially) the development of trusted environments where real 

      world citizen data can be maximally reused for the betterment of health care and 

      the massive saving of costs to keep optima l healthcare affordable for all.
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Patient Data

Patient derived or provided data are not owned 
by those who collected them, and their reuse 
should be primarily controlled by the donors of 
these data. Researchers and Health professionals 
are custodians. (GDPR)

To enable the optimal reuse of real world data, 
the data needs to be Findable, Accessible, 
Interoperable and reusable by Medical 
professionals, Patients and in particular also by 
machines.
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Data platform

Gives patients the power and control over the use of their 
own data.

Gives patients the option to ‘get their data together’. See it 
as ‘storing in a locker’

Have all their data with them at all times (emergencies)

Patient data can be used for questions relevant to the 
patient community whether it is development of new 
drugs, new technologies or about daily life.

Will facilitate the adoption of emerging technologies
regarding data collection and enable their optimal
application in health research, care and drug development
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Health Data Locker

• Patients need a safe place to store their information.

• A health data locker provides:

• Interoperability

• Ownership

• Portability

• FAIR principles implementation:

• Findable, Accessible, Interoperable, Reusable

• Patients don’t give data; they allow requestors to visit it

• A Blockchain registry can help with this feature
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Privacy and security by design

Privacy and security are critical features for DDP. A security

breach could put the project at risk. Privacy and security

design is being done from the beginning:

• GDPR assessment using a PIA (Privacy Impact

Assessment).

• Security certification. An external provider with expertise

in security runs technical security tests.

• A DPO is responsible for data protection
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Focusing on 
conversations 

We don’t want to expose Duchenne patients to a 
form with hundred of data items

We are exploring conversational interfaces where 
the form is replaced by a chat bot

The chat bot can ask questions to the patient and 
other interfaces like Alexa from Amazon, Siri or 
Google Assistant can be used.



Classified as public by the European Medicines Agency 

Thank you

elizabeth.vroom@worldduchenne.org

julian.isla@foundation29.org


